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Data Protection Policy 

on data management related to the use of the One With Nature 2021 application 

Data controller data: 

The onewithnature2021.org website is operated by Egy a Természettel Nonprofit Kft. 

Registered seat: 1122 Budapest, Maros utca 12. 

Represented by: Veronika Sűucs Managing Director 

Company registration number: 01-09-337636 

Tax number: 26658218-2-43 

Email: info@onewithnature2021.org 

 

1./ GENERAL PROVISIONS 

1.1./ This Information Document contains information relating to the range of personal data 

processed by the One With Nature 2021 mobile application (hereinafter: the Application) 

operated by Egy a Természettel Nonprofit Kft. (hereinafter referred to as the “Company”), the 

term, purpose of and legal grounds for data processing and the rights of data subjects. 

1.2./ The Company’s data processing protocol is based on the rules laid down in Regulation 

(EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the 

protection of natural persons with regard to the processing of personal data and on the free 

movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation) 

(hereinafter referred to as the “Regulation) and Act CXII of 2011 on the Right of Informational 

Self-Determination and on Freedom of Information (hereinafter referred to as the “Information 

Act”). 

1.3./ The Company adopted appropriate measures to enforce the rights of data subjects as laid 

down in the above two legislative acts during the processing of their personal data. 

2./ PURPOSE AND EFFECT OF PRESENT INFORMATION DOCUMENT 
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2.1./ The purpose of this Information Document is to provide clear and understandable 

information for data subjects with respect to their personal data managed and/or processed by 

the Company and its data processors in connection with the Application operated by the 

Company, the sources of the collection thereof, the purpose of, legal grounds for and possible 

term of processing, the identities and contact details of controllers, their data processing 

activities, and the purpose of, legal grounds for and recipients of any data transfer. 

2.2./ The effect of this Information Document extends to Egy a Természettel Nonprofit Kft. 

(hereinafter referred to as the “Controller”). 

3./ TERMS 

Please note that based on the Regulation, the terms used in this Information Document have the 

following meanings: 

Personal data: any information relating to an identified or identifiable natural person 

(hereinafter referred to as the “data subject”); an identifiable natural person is one who can be 

identified, directly or indirectly, in particular by reference to an identifier such as a name, an 

identification number, location data, an online identifier or to one or more factors specific to 

the physical, physiological, genetic, mental, economic, cultural or social identity of that natural 

person. 

Processing: any operation or set of operations which is performed on personal data or on sets 

of personal data, whether or not by automated means, such as collection, recording, 

organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, 

disclosure by transmission, dissemination or otherwise making available, alignment or 

combination, restriction, erasure or destruction. 

Controller: means a natural or legal person […] which, alone or jointly with others, determines 

the purposes and means of the processing of personal data. 

Data subject: any natural person identified or identifiable, directly or indirectly, on the basis of 

personal data. 

4./ POSSIBLE LEGAL GROUNDS FOR DATA PROCESSING 
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4.1./ Based on the Regulation, the processing of personal data is lawful if and to the extent at 

least one of the following applies: 

processing is based on the data subject’s consent, 

processing is necessary for the performance and conclusion of a contract, 

processing is necessary for compliance with a legal obligation, 

processing is necessary in order to protect vital interests (e.g. a person’s life), 

processing is necessary for the purposes of the legitimate interests pursued by the controller or 

by a third party, 

processing is necessary for the performance of a task carried out in the public interest or in the 

exercise of official authority vested in the controller. 

4.2./ Where processing is based on consent, the Company as controller will be able to 

demonstrate that the data subject has consented to processing of his or her personal data. A 

consent is regarded as an appropriate legal ground for the processing of data if it is based on 

voluntary, specific, clear and adequate information. The data subject has the right to withdraw 

his or her consent at any time. The withdrawal of consent will not affect the lawfulness of 

processing based on consent before its withdrawal. Prior to giving consent, the data subject will 

be informed thereof. It will be as easy to withdraw as to give consent. 

4.3./ If data processing is based on a legal act or a contractual obligation, a possible consequence 

of failure to supply data is that the data subject will not be able to use the Company’s given 

service or will not be able to establish a legal relationship with the Company. 

4.4./ The Company as controller does not verify the personal data supplied. The supplier of the 

data has sole responsibility for the data supplied. 

4.5./ A condition of applying the legal ground of legitimate interest is that the legitimate interest 

of the Company as controller intended to be protected will be in proportion to the restriction of 
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the right to the protection of personal data. For the purpose of determining this, a prior interest 

assessment test must be carried out. As part of the interest assessment test, the Company as 

controller: 

will identify its legitimate interest attached to processing the personal data constituting the 

subject-matter of the interest assessment test, 

will determine the data subject’s interests and rights related to the personal data constituting the 

subject-matter of the interest assessment test, 

will evaluate the data subject’s legitimate interests and the controller’s legitimate interests, and 

based on this will determine whether the personal data can be processed. 

INTRODUCTION OF DATA PROCESSING TYPES 

(purpose, legal ground, term, range of processed data) 

5./ OPERATION OF THE APPLICATION 

5.1./ Purpose of processing: By developing and operating the Application, the Company intends 

to assist visitors to the Exhibition in order to have up-to-date information about the Exhibition.  

5.2/ The legal ground for processing is based on Article 6 (1a) of the Regulation (consent).  

5.3/ Range of data processed: Data subject’s name and e-mail address.  

5.4/ Term of processing: The Company processes data until the data subject requests the erasure 

of its data or withdraw its consent.  

5.5/ The Company does not use a data processor or transmit personal data.  

6./ RIGHTS OF DATA SUBJECTS 
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6.1./ According to the definition of the Regulation, “a data subject” is a natural person identified 

or identifiable, directly or indirectly, on the basis of personal data. For the purposes of the 

Company’s data processing activities, data subjects have the following rights. 

6.2./ This is to inform data subjects that before granting any request for the enforcement of 

rights, the Company is required to identify the person submitting the request. If the Company 

has well-founded doubts in connection with the identity of the natural person submitting a 

request, the Company may request the provision of further information necessary for 

confirming his or her identity. 

6.3./ Any requests related to the exercise of any of the following rights are to be sent by e-mail 

to the e-mail address info@onewithnature2021.org, or by mail to the Company’s mail address 

at 1122 Budapest, Maros utca 12. 

 

6.4./ Request for information 

Data subjects have the right to receive information regarding the processing of their personal 

data and the enforcement of their rights. In the event of any such request, please contact the 

Company in writing (in an e-mail message or in a letter sent by post). The Company will provide 

the requested information as set forth in this Data Processing Information Document, in writing. 

The Company may refuse a request if it proves that it is unable to identify the data subject. This 

is to inform data subjects that the right to request information does not extend to data processed 

on the basis of statutory regulations. 

6.5./ Right of access 

Data subjects have the right to receive feedback from the Company on request about whether 

the processing of their personal data is ongoing. If such processing is ongoing, they have the 

right to be given access to the personal data processed as well as to the following data. 

a) purposes of processing, 

b) categories of personal data concerned, 

c) recipients or categories of recipients to whom or which personal data has been or will 

be transferred, including in particular recipients in third countries and international 

organisations, 

d) here appropriate, planned term of storage of personal data, or if this is not possible, 

criteria for determining the term of storage, 
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e) data subjects may request the controller to rectify, erase or restrict the processing of 

personal data relating to their persons, and may object to the processing of such personal 

data, 

f) data subjects have the right to lodge a complaint with the competent supervisory 

authority, 

g) if the data did not originate from the data subject, all available information relating to 

its source, 

h) the existence of automated decision-making, including profiling and, at least in those 

cases, meaningful information about the logic involved, as well as the significance and 

the envisaged consequences of such processing for the data subject. 

Company’s practice for guaranteeing the right of access: At the data subject’s request, the 

Company will provide a copy of the personal data constituting the subject-matter of processing. 

If the data subject submitted his or her request by electronic means or the personal data is 

processed by electronic means, the information will be provided in a commonly used electronic 

form, unless otherwise requested by the data subject. At the data subject’s request, the Company 

will respond without undue delay, but within 30 days at the latest, and if it is unable to meet a 

request for any reason, it is required to state its reasons. In default, the Company provides a 

copy of personal data free of charge. For any further copies requested by the data subject, the 

Company may charge a reasonable fee based on administrative costs, while the Company may 

also charge a reasonable fee if there is a simpler, swifter and more cost-effective method of 

delivery than the method requested by the data subject. 

6.6./ Right to rectification 

The data subject has the right to obtain from the Company without undue delay the rectification 

of inaccurate personal data concerning him or her. Taking into account the purposes of the 

processing, the data subject has the right to have incomplete personal data completed, including 

by means of providing a supplementary statement. 

6.7./ Right to erasure (‘right to be forgotten’) 

The data subject has the right to obtain from the Company the erasure of personal data 

concerning him or her without undue delay and the Company has the obligation to erase 

personal data without undue delay where one of the following grounds applies: 

a) the personal data are no longer necessary in relation to the purposes for which they were 

collected or otherwise processed; 
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b) the data subject withdraws consent on which the processing is based, and where there 

is no other legal ground for the processing; 

c) the data subject objects to the processing pursuant to the relevant provision of the 

Regulation, and there are no overriding legitimate grounds for the processing; 

d) the personal data have been unlawfully processed; 

e) the personal data have to be erased for compliance with a legal obligation in Union or 

Member State law to which the Company is subject. 

The Company is not required to erase the data if data processing is necessary for any of the 

following reasons: 

a) for exercising fundamental rights (rights of freedom of expression and information); 

b) in the event of mandatory processing (compliance with a legal obligation which requires 

processing by Union or Member State law to which the Company is subject); 

c) for reasons of public interest (e.g. for archiving purposes or statistical purposes in so far 

as the right to erasure is likely to render impossible or seriously impair the achievement 

of the objectives of that processing); or 

d) for the establishment, exercise or defence of legal claims. 

The right to erasure cannot result in the erasure of personal data relating to the data subject 

which the data subject supplied for the purposes of the performance of a contract if and to the 

extent the personal data in question is necessary for the performance of the given contract. The 

right to erasure is further not applicable in cases where the term of processing is regulated by 

law, e.g. in the case of invoices as invoices are to be kept for a period of 8 years based on the 

relevant statutory rules. 

If the Company has made any personal data public which it is then required to erase – taking 

account of available technology and cost of implementation – the Company will take reasonable 

steps, including technical measures, to inform controllers which are processing the personal 

data that the data subject has requested the erasure by such controllers of any links to, or copy 

or replication of, those personal data. The rules of exception also apply to this case. 

6.8./ Right to restriction of processing 

The data subject has the right to obtain from the Company restriction of processing where one 

of the following applies: 

a)     the accuracy of the personal data is contested by the data subject (in this case, restriction 

applies to a period which enables the Company to verify the accuracy of the personal data); 
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b)    the processing is unlawful and the data subject opposes the erasure of the personal data 

and requests the restriction of their use instead; 

c)     the Company no longer needs the personal data for the purposes of the processing, but 

they are required by the data subject for the establishment, exercise or defence of legal claims; 

d)    the data subject has objected to processing; in this case, restriction is pending the 

verification whether the legitimate grounds of the Company override those of the data subject. 

Where processing has been restricted, such personal data will, with the exception of storage, 

only be processed with the data subject's consent or for the establishment, exercise or defence 

of legal claims or for the protection of the rights of another natural or legal person or for reasons 

of important public interest of the Union or of a Member State. 

A data subject who has obtained restriction of processing will be informed by the Company 

before the restriction of processing is lifted. 

6.9./ Right to data portability 

The data subject has the right to receive the personal data concerning him or her, which he or 

she has provided to the Company, in a structured, commonly used and machine-readable format 

and have the right to transmit those data to another controller without hindrance from the 

Company to which the personal data have been provided, where: 

a)     the processing is based on consent or on a contract; and 

b)    the processing is carried out by automated means. 

In exercising his or her right to data portability, the data subject has the right to have the personal 

data transmitted directly from one controller to another, where technically feasible. 

This is to inform data subjects that the right to data portability can only be exercised in the event 

of the combined existence of the above conditions (if the processing is based on consent or on 

a contract AND the processing is carried out by automated means). Therefore, the right to data 

portability does not apply to data processed on the basis of statutory rules. As pursuant to the 
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guidance of the Article 29 Working Party (WP29) the right to data portability only applies to 

processing by automated means, it does not apply to paper-based processing. 

6.10./ Right to object 

The data subject has the right to object, on grounds relating to his or her particular situation, at 

any time to the processing of personal data concerning him or her which is based on the 

Company’s legitimate interest. In this case, the Company will no longer process the personal 

data unless the Company demonstrates compelling legitimate grounds for the processing which 

override the interests, rights and freedoms of the data subject or for the establishment, exercise 

or defence of legal claims. 

7./ MODALITIES FOR THE EXERCISE OF RIGHTS 

7.1./ The Company will provide information on action taken on a request to the data subject 

without undue delay and in any event within 25 days of receipt of the request. That period may 

be extended by two further months where necessary, taking into account the complexity and 

number of the requests. The Company will inform the data subject of any such extension within 

25 days of receipt of the request, together with the reasons for the delay. Where the data subject 

makes the request by electronic form means, the information will be provided by electronic 

means where possible, unless otherwise requested by the data subject. 

7.2./ If the Company does not take action on the request of the data subject, the Company will 

inform the data subject without delay and at the latest within 25 days of receipt of the request 

of the reasons for not taking action and of the possibility of lodging a complaint with a 

supervisory authority and seeking a judicial remedy. 

7.3./ Information provided on the basis of the right to information and any communication and 

any actions taken in connection with the exercise of rights will be provided free of charge. 

Where requests from a data subject are manifestly unfounded or excessive, in particular because 

of their repetitive character, the Company may either: 

a) charge a reasonable fee taking into account the administrative costs of providing the 

information or communication or taking the action requested; or 

b) refuse to act on the request. 
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The Company will bear the burden of demonstrating the manifestly unfounded or excessive 

character of the request. 

8./ REMEDIES 

8.1./ Without prejudice to any other administrative or judicial remedy, every data subject has 

the right to lodge a complaint with a supervisory authority, in particular in the Member State of 

his or her habitual residence, place of work or place of the alleged infringement if the data 

subject considers that the processing of personal data relating to him or her infringes the 

Regulation. 

8.2./ Without prejudice to any other administrative or non-judicial remedy, each data subject 

has the right to an effective judicial remedy where the competent supervisory authority does 

not handle a complaint or does not inform the data subject within three months of the progress 

or outcome of the complaint lodged. 

8.3./ Without prejudice to any available administrative or non-judicial remedy, including the 

right to lodge a complaint with a supervisory authority, each data subject has the right to an 

effective judicial remedy where he or she considers that his or her rights under the Regulation 

have been infringed by the Company as a result of the processing of his or her personal data in 

non-compliance with the Regulation. Proceedings against the Company as controller or a 

processor will be brought before the courts of the Member State where the Company as 

controller or the processor has an establishment. Alternatively, such proceedings may be 

brought before the courts of the Member State where the data subject has his or her habitual 

residence. 

8.4./ Any complaints related to the Company’s data processing practice can be lodged with the 

National Authority for Data Protection and Freedom of Information (NAIH, address: 1055 

Budapest, Falk Miksa utca 9-11., mail address: 1530 Budapest, Pf.: 5., telephone: +36 (1) 391-

1400, fax: +36 (1) 391-1410, e-mail: ugyfelszolgalat@naih.hu, 

website: https://www.naih.hu) or with a court. Assessment of the lawsuit will fall within the 

jurisdiction of the tribunal with competence. Tribunal with competence as per head office of 

the Company: Metropolitan Tribunal. Alternatively, such proceedings may be brought before 

the tribunal where the data subject has his or her place of residence or habitual residence. 

 

mailto:ugyfelszolgalat@naih.hu
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9./ DATA SECURITY MEASURES 

9.1./ In the interest of ensuring the security of personal data in relation to all modes of 

processing, the Company will implement all technical and organisational measures and will put 

in place all procedural rules which are necessary for compliance with the Regulation and the 

Information Act. 

9.2./ The Company will take appropriate measures to protect personal data against the risks that 

are presented by processing, in particular from accidental or unlawful destruction, loss, 

alteration, unauthorised disclosure or unauthorised access. 

9.3./ The Company will treat personal data as confidential data. The Company will require its 

employees to comply with a statutory obligation of confidentiality. The Company will limit 

access to personal data by designating access levels. 

9.4./ The Company will protect its IT systems with firewall and virus protection. 

9.5./ Security requirements relating to personal data processed by the Company in hard copy: 

regardless of the data carrier, only duly authorised persons will have access to all personal data; 

measures will be implemented to prevent any unauthorised access or unauthorised disclosure, 

documents must be stored on dry premises safely lockable with a key, featuring fire protection 

and surveillance equipment, 

staff members of the Company engaged in processing can only leave the office or the premises 

where processing is carried out during working hours after locking away such documents or 

locking the premises, 

these security rules also apply to working from home. 

9.6./ In the interest of adhering to the security requirements applicable to personal data stored 

on computers, networks or in the cloud: 
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the Company will determine security requirements in relation to computers used for the 

processing of personal data, 

personal data stored on computers, networks or in the cloud can only be accessed with valid, 

personalised and identifiable access authorisation, 

if the objective of the processing of personal data has been achieved, the time limit of processing 

has expired or the lawful nature of processing has ceased for any reason, the file containing 

such data will be erased irreversibly in such a way that the data contained therein can no longer 

be retrieved, 

the Company will provide for firewall security and other virus protection of computers, 

during the processing of personal data, there is continuous security saving, while in network 

systems security saving is carried out at regular intervals, 

the Company will provide for the IT protection of the personal data processed by it with the use 

of appropriate, modern computer devices and IT methods. 

9.7./ During the automated processing of personal data, the Company will implement further 

measures: 

a) to prevent unauthorised data entry; 

b) to prevent the use of automated data processing systems by unauthorised persons with 

the means of data transmission equipment; 

c) to safely control and verify to which agencies personal data have been transferred or 

could be transferred with the means of data transmission equipment; 

d) to safely control and verify who entered which personal data in the automated data 

processing systems and when; 

e) to restore the availability of installed systems in the case of any disruption 

(reinstallation, restoration of data to status of last saving) and 

f) to ensure the generation of reports about any errors occurring during automated 

processing. 

9.8./ Web hosting services are operated by the Company itself. 
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9.9./ Only authorised personnel have access to pending cases and documents under processing, 

the Company keeps documents containing personal data safely locked away, and ensures that 

only authorised personnel have access to the keys to such premises (filing cabinets). 

10./ ENTRY INTO FORCE AND AMENDMENT OF DATA PROCESSING 

INFORMATION 

10.1./ Date of entry into force of Data Processing Information Document: 01.08.2021 

10.2./ The Company reserves the right to amend and update this Information Document 

unilaterally, without prior notification, effective from a date following such amendment. 

 


